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' 1 MAR 1983
MEMORANDUM FOR: Chief, Policy and Plans Group
FROM: 25X1
Chief, Technical Security Division
SUBJECT: Inquiry From Director of Security, FEMA
REFERENCE: Memo for D/Sec, CIA from D/Sec, FEMA,

dated 3 Mar 83, Same Subject

1. I have reviewed the memorandum from Mr. Kinney,
Director of Security, FEMA, and am not sure what action
is required. At this point in time, Technical Security
Division resources are stretched to the limit. We have
used Independent Contractors to assist us in meeting our
domestic requirements. As you know, our Independent Contractors
are Agency annuitants and are, therefore, limited in the amount
of money they can make in any one year. We continue to have
more requirements than these Independent Contractors can handle
within that caveat. If we provide their services to FEMA, no
matter who reimburses them, we will have to cut back on using
them by an equivalent amount.

2. There are many other parameters to be considered here
and we really do not have enough information to pick the best
solution to their problem. We are not sure how many total
sites FEMA has that will require inspections, what kind of
budget they are proposing and whether or not they will need a
full time technical security staff.

3. I would suggest we set up a meeting with Mr. Kinney,
either here or there, to disclss the whole issue. With that
information in hand, we may be able to be of assistance in
either recommending a course of action or in assisting by
using some of our limited resources for an occasional Audio
Countermeasures inspection.
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GZOZR Federal Emergency Management Agency
_ Washington, D.C. 20472 '
MAR 031983

Director
office of Security

STAT

Director of Security
Central Intelligence Agency

Dear Bill:

As 1 become more involved in efforts to enhance security programs here .
at FEMA, 1 frequently recall your observations about=short—average experi-
ence time of staffs. I have a slightly different problem. My staff is
very small, long on narrow aspects of security and short on scope. 1 have
no expertise in many of the security disciplines, one of which is physical/

teoiical.

You recall my mentioning that FEMA was seeking to build facilities to
NFIB/NFIC-9.1/47 SCIF standards at headquarters and in our ten regional
centers. One element of the SCIF standards calls for intermittent ACM
inspections. Another calls o7 compitance with DCID 1/16 for computer
security. _— oo

Recognizing that ACM resources are tight around the community and in
view of the fact that I"havé not yet been able tU secure an in-house capa-
- bility, I am considering the possibility of contracting for this service.

Two_questiong: First, wotld you accept the results of contracted ACM
inspections of SCIFs? Second, are there any standards to which such
inspections must be done and any guidance I could have as to what to do in
the event a technical penetration is located?

In connection with computer security, would you be able to provide me
with a few copies of DCID 1/16 and any subsequent guidance you may have
jssued in this Tost important and rapidly growing field.

Again, I enjoyed meeting you and may I offer the full hospitality of
FEMA if you find opportunity to accept my invitation to visit.

Sincerely,

Af\an Kinney

05 3 0573
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Federal Emergency Management Agency
Washington, D.C. 20472 :
MAR 0 31383

Director
O0ffice of Security

STAT

Director of Security
Central Intelligence Agency

Dear Bill:

As 1 become more involved in efforts to enhance security programs here
at FEMA, I frequently recall your observations about—Short average experi -
ence time of staffs. I have a slightly different problem. My staff is
very small, long on narrow aspects of security and short on scope. 1 have
no expertise in many of the security disciplines, one of which is physical/

techrical.

You recall my mentioning that FEMA was seeking to build facilities to
NFIB/NFIC-9.1/47 SCIF standards at headquarters and in our ten regional
centers. One element of the SCIF standards calls for intermittent ACM
inspections. Another calls £or compTtance with DCID 1/16 for computer
security. — o

Recognizing that ACM resources are tight around the community and in
view of the fact that I"havé not yet been able To secure an in-house capa-
- bility, I am considering the possibility of contracting for this service.

- Two_questiong: First, wotld you accept the results of contracted ACM
inspections of SCIFs? Second, are there any standards tao which such
inspections must be done and any guidance 1 could have as to what to do in
the event a technical penetration is located? »

"~ In connection with computer security, would you be able to provide me
with a few copies of DCID 1/16 and any subsequent guidance you may have
jssued in this Wost important and rapidly growing field.

Again, 1 enjoyed meeting you and may 1 offer the full hospitality of
FEMA if you find opportunity to accept my invitation to visit.

Sincerely,

Arian Kinney

05 3 0573
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